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USCYBERCOM Mission and Operations 
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 USCYBERCOM plans, coordinates, integrates, 
synchronizes and conducts activities to: direct the operations and defense of specified 
Department of Defense information networks and; prepare to, and when directed, 
conduct full spectrum military cyberspace operations in order to enable actions in all 
domains, ensure US/Allied freedom of action in cyberspace and deny the same to our 
adversaries.  
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 Cyber Terrain 
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 Cyberspace Operations 
Per Joint Publication 3-12 (05 FEB 2013) 
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An Option for Cyber C2 
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 Analytic Framework for Responding  
to Cyber Attack Against the U.S. 
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Response Spectrum 

• Time (+target/severity) drives requirement for pre-approved, pre-planned actions. 
• Response execution by agency with capability and capacity, then align authorities. 
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• Cyber Response 
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• Proportional,  
   non-escalatory 

• High Visibility 
• High Cost Imposing     


